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Hcnonb3oBaHue peryiasipHbIX BbIpaskeHU 1JIs1 yIIpaBJIeHUs
HHG(pOPMALMOHHOMH 0€30MaCHOCTHI0 HHTEJIEKTYaAJIbHbIX
TPAHCHOPTHBIX CHCTEM

AnHoranusi: CraTbsg MOCBALIEHAa MPOOJIEME HETOIHOTHI
nHpOpMauK 00 HHIUACHTaX MH()OPMAIIMOHHOH 0€30MacHOCTH
WHTEJUIEKTYAIbHBIX TPAHCIOPTHBIX CHUCTEM. PaccMOTpeHbI
MeToAbl 00pa0OTKM MW aHainM3a JaHHBIX U3  OTKPBITBIX
HUCTOYHUKOB, COAEpKAIIMX (PparMeHTapHyI0 HH(POPMALHIO O
BO3MOYHBIX yrpo3ax (YHKIIMOHUPOBAHUS
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KOMITBIOTECPU3NPOBAHHBIX CUCTEM HUHTCIICKTYaJIbHBIX
TPAHCIIOPTHBIX CUCTEM.

KiioueBble ciioBa: aBTOMaTH3AIMS, aHAJIN3 YTPO3, BATUAAIINA,
nH(pOpMAaIMOHHAsT  0€30MacHOCTh, KOMIIBIOTEPHAsT — aTaka,
HOpMayH3aIysi, 00pa0dOTKa JAHHBIX, OTKPBITHIC PETYJISIPHBIC
BBIPQKECHHSI, ySI3BUMOCTH

Beenenune

WHTerpupoBaHHbIE CUCTEMbl KOPIIOPATUBHOIO U TEXHOJIOTUIECKOTO
YVOPAaBJICHUS]  WHTEUICKTYQJIbHBIMH  TPAaHCIOPTHBIMH  CHCTEMaMH
(YHKIMOHUPYIOT B YCIOBHAX TIOCTOSHHOTO pOCTa KOJHMYECTBA U
CIIOKHOCTH KOMIIbIOTEpHBIX yrpo3 [1, 2]. KiroueBbIM 31eMEHTOM
obecniedeHus1 HPOPMAITMOHHON OE30MMaCHOCTH TaKUX CHCTEM SIBIISIETCS
OIEpaTUBHOE BBISBJICHUE M YCTpaHEHHE ys3BUMocTel. OHAKO perieHne
JAHHOW 331a4M 3aTPyAHSAETCS HEMOIHOTOW HHQOpMAIMK 00 WHIMICHTaX
KOMIIBIOTEPHOHW 0€30MacHOCTH, HMMEBLIMX MecTo B oTpaciau. [lis
MIPEOIOJICHNS TaHHOH TPYJHOCTH MpenjaraeTcsl UCIOJIb30BaTh METOJIbI
cbopa mHpOpPMAIMK 1O KOCBEHHBIM NpPU3HAKAM, KOPPEIUPOBAHHBIM C
COOTBETCTBYIOILIUMH YTPO3aMH.

I'mOpunnasn cucTemMa yIpaBJICHHSA 0e30MacHOCThIO
HHTEJJIEKTYAJbHBIX TPAHCHOPTHBIX CHCTEM

B [3] mpemnoxeHa cucTreMa THOPUIHOTO YIPABICHUS PHCKAMHU
WHPOPMAIMOHHONW  0E30MaCHOCTH  HMHTEJUICKTYAJIBHBIX  CHUCTEM
TpaHCHOPTA.

B 0aze gaHHBIX yS3BUMOCTEH M yrpo3 HakarIuBaeTcsi MHpopmauus,
MoJry4aeMasi U3 CUCTEMbl MOHUTOPHHTA.
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Cucrema monvtopunra U UCBT
T PHcK#H HapymeHHs ; *
KOH(HAEHLHATBHOCTH
uHopmaLin
TR Cucrema Basbl
v, niopmaumn OLIEHKH JIaHHBIX
SI3BHMOCTH ¥
YBU - S;ACBC;"C puckos UB yA3BUMOCTe#
pocTynsocTH HUCBT u YBU
HHpopMatH1
NOJJIHHHOCTH
unhopmarmm

! Y

Cucrema npunsTus mep obecnieuenus b
HCBT

Pucynok 1 — CxeMa cuctemsl yIpaBieHUs] pUCKAMU
MHPOPMAITMOHHON 0€30MaCHOCTH UHTEIICKTYaIbHBIX CHCTEM
TpaHcIopTa

[TorHOTY MOHHMTOpHMHIA Yrpo3 KOMIIBIOTEpPHOH 0€30IacHOCTH,
BbIsIBIIcHHE HH(popManuu 00 HHIUJICHTAX, HE MOJYYUBIIUX IIUPOKON
OMJIACKM W HE OTPaKEHHBIX B OQUIMAIBbHBIX 0a3ax JNaHHBIX YIpo3 U
YA3BUMOCTEH, MO3BOJISIET HCIIOJIB30BAHUE PETYIISIPHBIX BBIPAKEHUM.

Hcnonb3oBanue peryisipHbIX BbIPAsKeHWI s YNpaBJIeHUs
HH(OpMALMOHHOI 0€30IIACHOCTHIO
OnHOM W3 3HAUYMTENBHBIX NPoOJeM sBiIsgeTcsl 00padoTKa OOJIBIIOTO
o0beMa Pa3HOPOJHBIX JIAHHBIX 00 YSA3BHMOCTSIX, IMOCTYMAIONIAX U3
Pa3NMYHBIX UCTOYHHKOB: CKAaHEPOB OE€30MIaCHOCTH, JIOTOB MPHUIIOKEHUH,
0a3 nmanHbIX (Takmx kak NVD — National Vulnerability Database) u
0oT4eTOB 00 MHIMIeHTaX. HecranmapTusnpoBaHHbIe, U30BITOUHBIE WU
HEKOPPEKTHO OQOPMIICHHBIE 3alUCH 00 YSI3BUMOCTSIX 3aTPYJIHSIOT UX
aBTOMAaTH3MPOBAaHHYIO  00pabOTKy, TOBBIIIAIOT PHUCK  IPOIYycCKa
KPUTHYECKHX YIpOo3 W CHIKAIOT 3(P(EeKTHBHOCTh CHCTEM 3allHuThI
WHTEJUICKTYaJBLHBIX CHCTEM BOJIHOTO TpaHcmopTa [9, 12].
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IIpobrmema ycyrybOmsercs TeMm, YTO pPa3HOPOTHOCTH (OpMaTOB
MpeACTaBICHUs] JaHHBIX 00 YSI3BUMOCTAX (HampuMmep, pas3iudHbIe
BapuaHThl HamucaHus wuneHTudukaropoB CVE, ynommnanus CWE B
CcBOOOMHON TeKCTOBOW (opMme) 3aTpyAHSET UX aBTOMAaTHYECKYIO
KOppelsiMi0O W aHaiu3. Hampumep, HEKOPPEKTHO W3BJICYCHHBIN
naentudurarop CVE MoxkeT npuBecTr K HEBEPHOM OLICHKE KpUTHYHOCTH
VSA3BUMOCTH WM HecpabaThIBaHWIO TpaBWi Koppemsiuu B SIEM-
cucreme. TakuMm 0Opa3oM, OTCYTCTBHE CTPOTOH HOpMAaIH3alU U
BaIMJAMM Ha JTane MpeaoOpabOoTKU [MaHHBIX CO3/aeT CHUCTEMHYIO
VSA3BUMOCTH, TIOBBIIAS PHCKH peaju3alliil  aTaK, CBSI3aHHBIX C
HECBOECBPEMEHHBIM OOHApy)KEHHEM M YCTpaHEHHEM YSI3BUMOCTEH B
WHTEJUICKTYaIbHBIX CHCTEMaX BOJHOTO TPAHCIIOPTA.

B oOnactu wHpOpMaIMOHHONH 0€30MaCHOCTH MHTEIUICKTYalIbHBIX
CUCTEM BOJHOTO TPAHCIIOPTa BOTPOCAM BAJUAAINN W CAHAIMH BXOIHBIX
JAHHBIX 00 VYSI3BUMOCTSIX yJeNseTcs TEePBOCTEIIEHHOE 3HAYEHUE,
MOCKOJIBKY OHH SIBIISIFOTCS TIEPBBIM PyOeKOM 3alIUThl OT HEKOPPEKTHON
OIIEHKH yTPO3 W HECBOCBPEMEHHOTO MPUHSATHS Mep. VI3BECTHBI ITOIXOIBI,
OCHOBaHHbBIC Ha IPUMEHEHHUH CTPOTHX MTa0I0OHOB BBOJA (OEIIBIN CIHCOK),
CHUHTAaKCHUYECKOI'0 aHaiu3a W, 4To Haubolee pacnpocTpaHeHO, Ha
WCTIONB30BAaHUN  (POPMANBHBIX  SI3BIKOB ~ ONMMCAHWS  [IAOJIOHOB  —
peryisipHbIx BbIpakeHuil [5]. CymecTByromue padoThl B OCHOBHOM
COCPEZIOTOYCHBI Ha 3allIUTe OT IKCIUTyaTaIl[i U3BECTHBIX YSI3BUMOCTEH B
[IO  TpaHCHOPTHBIX  CHUCTEM, OJHAKO  BOINPOC  KOMIUIEKCHOM
HOpMaJIM3allud pa3HOPOAHBIX JaHHBIX 00 ys3BumoctTsax (CVE, CWE,
CVSS) u3 pa3nuyHbIX UCTOYHHUKOB — JIOTOB OOPTOBBIX CHCTEM, OTUYETOB
CKaHepoB 0€30MacHOCTH, 0a3 JaHHBIX YSI3BHMOCTEH — C TOYKH 3PEHUS
MUHUMH3AIUN PUCKOB WX HEKOPPEKTHOH OOpabOTKH ¥ KOPpEISIHH
OCTaeTCsi HEIOCTaTOYHO W3y4YeHHBIM. OCOOEHHO OCTpO OUIyIIaeTcs
HE/IOCTaTOK TMPAKTUYECKUX pelIeHUH, KOTOpble coderanu Obl B cebe
NpUBEIEHUE JAaHHBIX K CTaHJApPTHOMY BHIY W MEXaHH3Mbl HX
BepU(pUKAIIMN, HANpaBJICHHbIE Ha BBIABJICHHE W  HUCKIIOYCHHE
MOTEHIMATBHO JIOXKHBIX MM HEKOPPEKTHBIX 3aITUCE, YTO KpaliHe BaXKHO
JUIsL OTIEPATHBHOTO PearupoBaHMsI HA HHIIUICHTHI B peajlbHOM BPEMEHHU B
cHUCTEME yNpaBlIeHHS pPHCKaMHd HMH(POPMALMOHHONW 0€301acCHOCTBIO
WHTEJUIEKTYaIbHBIX CUCTEM BOAHOTO TPAHCIOPTA.

B pamkax pemieHuss 00O3HAYEHHBIX POOJIEM  HACTOsIIEe
ucciesoBanrue chOKyCHpOBaHO Ha pa3pabOTKe METOJOB M aJTOPUTMOB
MpeaBapUTEIbHON 00pabOTKM JaHHBIX 00 YSI3BUMOCTSIX, KOTOpBIC
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[O3BOJISIIOT ~ CHM3UTh  PHCKM, CBS3aHHbIE C HMX HEKOPPEKTHOH
WHTEpIpEeTalueil U MOTEHIMAIbHBIM HPOIYCKOM KPUTHYECKHX YIPO3.
[Ipenyaraemplii TOAX0 IpeLycMaTPUBAET CO3AaHNE YHU(DUIIMPOBAHHOTO
JTana IMPOBEPKH M MNpeoO0pa3oBaHMs JAaHHBIX, OOECIEUMBAIOLIETO HX
COOTBETCTBHE CTPOTMM NATTEpHAM M CTaHAApPTaM (TaKUM Kak (GopmaTbl
CVE u CWE), 4T0 B KOHEUHOM HTOT€ CIIOCOOCTBYET MOBBIICHUIO 00IIEH
3¢ EKTUBHOCTH CUCTEM aHAIN3a YTPO3 U YIPABICHUS YA3BUMOCTSIMH.

[IpencraBieHHble B CTaTbe€ METOIbl IO3BOJISIOT YCHIMThH 3aLUTY
WHPOPMALMOHHBIX ~ CHUCTEM HHTEJUICKTYyalbHBIX CHCTEM BOJHOIO
TPaHCHOPTAa 3a CUYET OOECHEeYCHMs LEJIOCTHOCTH U KOPPEKTHOCTH
o0OpabaThiBa€MBIX JaHHBIX 00 ySI3BUMOCTAX, HYTO CIIOCOOCTBYET
COOJIIOZICHUIO TPEeOOBaHUI PEryJIATOPOB M OTPACICBBIX CTAHAAPTOB U
CHIDKCHHIO PHCKOB, CBSI3aHHBIX C HApYUICHUSIMH B Pa0OTE CHUCTEM,
00pabaThIBAIOINX KPUTHUECKN BAKHYIO HHPOPMAIIHIO.

Hopmanuzanust JaHHBIX — 9TO MpoIiecc NpUBeACHUs HHQOpMAIUU K
eIMHOMY, CTaHIapTHOMY (opMmaTy, yCTpaHSIOmEMY H30BITOYHOCTD,
MIPOTUBOPEYMBOCTh M aHoMainu BBona [13]. B koHTekcTe 00paboTKH
JaHHBIX 00 YSI3BUMOCTSIX HOpPMajHM3alMs pellaeT 3alaud yHU(UKaLuH,
OYHMCTKH, BATUIAINH U CTPYKTYPHUPOBAHUS MOCTyNaroel nahopMamuu.
TeopeTrueckoil OCHOBON HOPMAaNU3aIUM  SIBIAETCS HEOOXOAMMOCTH
o0ecriedeHus] HEMPOTUBOPEUNBOCTH JIaHHBIX, YTO HANpPSIMYIO BIMACT HA
WX TPUTOIHOCTD JUIA aBTOMAaTH3UPOBAHHOTO aHAJIM3a U Koppensnuu [§].

KnroueBbIMU KpUTEPUSIMH HOPMAJTU3ALIUH SIBIISTFOTCS:

1. Yaudukanus dopmara: IlpuBenenne Bcex 3amucell K €AMHOMY
mabnony (Hanpumep, CVE k popmaty CVE-YYYY-NNNNN, CWE «
CWE-NNN).

2. Ounctka OT H30BITOYHOCTH: YJaJEHUE JMIIHUX IPoOeoB,
CHUMBOJIOB, HE HECYIIIMX CMBICIIOBOM HArpy3KH (ZIe(UChl, CKOOKH, TOUYKH),
a TaKXKe TyONMUPYIONINX 3aIHCei.

3. Bannpauus: IlpoBepka gaHHBIX Ha COOTBETCTBHE JIOTHUECKUM H
CUHTAKCHYECKUM  MpaBWwiIaM (HaJIM4Me  KOPPEKTHOIO Toja u
unenruduxaropa B CVE, nudposoro kona 8 CWE).

4. CtpykTypupoBaHue: Paznenenwe COCTaBHBIX JaHHBIX  HA
JIOTHYECKHE KOMIIOHEHTHI (Hanpumep, pasaenenue ®HO Ha oTaenbHbIe
ot «Damuusy, « vy, «OTaecTBO»).

D¢ddexTuBHOCTh HMHOOPMAIMOHHOW CHCTEMBI B 3HAYUTEIBHOM
CTEIICHH OIpEeNeNsieTCd ABYMsSI KPUTHYECKH Ba)KHBIMH KPUTEPHIMU:
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OIMEPaTHBHOCTBIO (CKOPOCTHIO 00Pa0OTKH ¥ MOJIyUYCHHS MH(POPMALIUK) U
JIOCTOBEPHOCTBIO (TOYHOCTBIO U KOPPEKTHOCTHIO JJAHHBIX ).

Jo Hopmanmm3anuu JaHHBIE HAXOMATCS B HECTPYKTYPHPOBAHHOM
COCTOSIHAH, YTO CHIDKAET OIEPaTUBHOCTH OOpabOTKH. AJTOpHUTMaM
aHanM3a MPUXOAMTCS YYUTHIBATH MHOXKECTBO ¢opmartoB. Hampumep,
nouck  ys3Bumoctu  «CVE-2021-44228» wHe  HalgeT  3amuch
«CVE202144228» wmm «CVE - 2021 — 44228», duro morpedyer
JIOTIOJTHUTENBHBIX TTpeoOpazoBaHmil. Takke TOCTOBEPHOCTH PE3yIbTATOB
CTaBUTCS 1OJ1 yrpo3y. HekoppekTHbIe JaHHbBIEe TIOBBILIAIOT PUCK OHIMOOK.
Cucrema MOXKET IPOMYCTUTh KPUTUYECKYIO YA3BUMOCTh W3-32 OMEYATKH
B HIEeHTH(HUKATOPE.

[Tocne mnpuMeHeHHs TpOLEAYPhl HOPMaIHM3allMd ONEPATUBHOCTD
Bo3pactaer. CTaHAapTU3NPOBAHHBIC JaHHBIC MMO3BOJISIFOT MCIOJIL30BATh
MpPOCThIE W  OBICTPBIE ANTOPUTMBI TIOMCKA W COIOCTABIICHUSI.
Ob6ecnieunBaeTcsi JOCTOBEPHOCTh. Banupanus Ha sTane HOpMaIH3aluu
OTCEHMBAET 3aBEJOMO HEKOPPEKTHBIC 3alucH, a yHupukanus dopmara
MpeIOTBpaIlaeT OMMOKH JJOTHYECKOTO YPOBHS [4, 6].

TakuMm 00pazoMm, HOpMaNIH3alKs BHICTYNAeT HE TOIBKO KaK METO]
MPUBEACHUS JaHHBIX K €IMHOMY BHJy, HO M KaK KJIOUEBOW MEXaHU3M
o0ecrniedeHust BBICOKOW CKOPOCTH 00pabOTKHU M TapaHTHH JOCTOBEPHOCTH
nH(GOPMAITUHU B HHTEIUICKTYaIbHBIX CHCTEMAaX BOJHOTO TPAHCIIOPTA.

ObGecrnieuenrie 0e30MacHOCTH OOpPaOOTKM TMEPCOHAIBHBIX JaHHBIX
TpeOyeT He TOJIBKO TEOPETHUECKOT0 0OOCHOBAaHUS, HO M MPAKTUYECKOH
peaM3anud  KOHKPETHBIX MEXaHH3MOB KOHTPOJIS IIE€JIOCTHOCTH |
KoppekTHOocTH MH(popManmu. [IpemmaraeMplii IOJX0/l OCHOBBIBACTCS Ha
MPUMEHEHUH  PETYJSIPHBIX  BBIPAKEHWH  KaK  YHUBEPCAILHOTO
WHCTPYMEHTa BaJIUJAlMM W HOPMAaJM3allMH Pa3HOPOJHBIX JIAHHBIX,
MOCTYMAIOIIUX W3 Pa3IMYHbIX HCTOYHUKOB [5, 7]. Ucnonb3zoBanue
JTAHHOTO METO/Ia MO3BOJISIET CO3/1aTh eIMHBIA KOHBEWep Mpeo0paboTKH,
o0ecrieunBaronuii craHaapTH3auio GopMara ¥ OTCEB MOTEHIIMAIHLHO
OMMAaCHBIX WJIM HEKOPPEKTHBIX 3aliCcell Ha PaHHMUX JTamax padoThI C
nH(pOopMaIe.

B xaugectBe xiroueBoro npumMepa Beiopan crangapt CWE (Common
Weakness Enumeration), MTOCKOJIBKY OH oOecrieunBaeT
CHCTEMAaTU3UPOBAHHOE ONHCAHUE PACIPOCTPAHCHHBIX YSI3BHUMOCTEH
MPOTPaMMHOI0 00ECIIeYeHUs] U TOTCHIMAIBLHBIX BEKTOPOB aTakK, YTO
0COOGHHO  KPUTUYHO s  KOMIUIEKCHOM  OLEHKH  Yrpo3 B
WHTEJUIEKTYaIbHBIX TPAHCIIOPTHBIX CUCTEMaX. B pa3inuHbIX HCTOYHUKAX
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JAHHBIE 00 YS3BHMOCTSX HWHTEIUICKTYAJIBHBIX TPAHCHOPTHBIX CHUCTEM
MOTYT UMETb BapHaTUBHbIE (opMaThl 3amucH, Takue kKak «CWE-79»,
«CWE79» mmu «CWE 79», 9TO OCIOXHSET WX aBTOMaTHYECKYIO
00paboTKy 1 Koppemanuto. s obecriedenns: JOCTOBEPHOCTH aHAN3a U
MpeJOTBpPaIICHUs OIIMOOK HACHTU(PHUKAINN HEOOX0JMMa HOPMAaJH3alus
3anmuceit CWE k crannaptHoMy dopmary.

Jluctuar Qynkumu HOpManm3anuu uaeHTudukaropoB CWE m3
TEKCTAa MPEJICTABJICH Ha PUCYHKE 2 M BBIMOJIHEH Ha si3bike Python.

# ®yHKUMA HopManms3auuu CWE
import re

def extract and normalize cwe (text):

pattern = r'\bCWE[*a-zA-Z0-9]* (\d+)\b'

matches = re.findall (pattern, text, re.IGNORECASE)

normalized cwes = []

for num str in matches:
# Ybupaem Benyumre HyJIM M GOpMMpYeM CTaHIAPTHEM GopMaT
normalized id = f"CWE-{int (num str)}"
normalized_cwes.append(normalized id)

# Yomangem nyOGJMKaTH, COXpaHAA IOPAIOK
seen = set ()
unique cwes = []
for cwe in normalized cwes:
if cwe not in seen:

seen.add (cwe)

unique cwes.append (cwe)
return unique cwes

# [puMep MCHOJL30BaHMUA

text - mmon

YA3BMMOCTM B CHCTEME:

CWE- 1,

CWE - 305,

CWE -3,

CWEA44,

CWE.51,

CWE/|61,

CWE#71,

CWE-1 (myGauxar),

CWE_83

CWE94

CWE=10

print(extract and normalize cwe(text))# ['CWE-1', 'CWE-305', 'CWE
-3', 'CWE-4', 'CWE-5', 'CWE-6', 'CWE-7', 'CWE-8', 'CWE-9', 'CWE-1
0']

Pucynok 2 — Hopmanuzanus CWE
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PeanmnzoBannas byHKIUS: U3BJICKAET M HOPMAJM3yeT
naentudukaroppl CWE u3 TekcTa, MPUBOIUT HMX K CTaHIApTHOMY
tdhopmaty: CVE-N, oOpabaTeIBaeT pa3nuvHble (OpMAaTHI 3aMTUCH (BKITFOYAs
BapMaHTHl C MpoOenamMH), BO3BpaIlaeT YHHUKAIbHBIE 3HAYCHHUS 0e3
yOIMKaTOB.

AHaNoruuHeIM 00pa3oM, Kak M B MPEICTAaBICHHBIX NpUMEpax,
MOXKHO 00palbaThiBaTh W JIPYTHE JAHHBIC O KOMITBIOTEPHBIX Yrpo3ax,
Takue Kak oreHku CVSS u npyrue.

Hcnonb3oBanue PeTyISIpHBIX BBIpaKEHH MO3BOJISET
ABTOMATH3UPOBAaTh 00paOOTKY MAHHBIX 00 YSA3BHUMOCTSX B CHCTEME
yIIpaBIeHUS pUCKaMH nH(pOpPMAITHOHHON 0e30macHOCTH
HUHTCJIJICKTYaJIbHbBIX CHUCTEM BOAHOT'O TpaHCIIopTa, 066CHC‘II/IB351
YHU(DUKAUIO WX TPEJICTABICHUS U CHIDKCHUE KOJIMYECTBa OMMOOK MpH
aHaJM3¢ HEe3aBHCHUMO OT UCTOYHHKA MOJyueHHs WHpopMaruu. JJaHHbIH
MOJIXO/T 3HAYUTEIFHO YCKOPSIET MPOIecC HACHTU(PHUKAINN KPUTHUECKUX
YSI3BUMOCTEH B CHCTEMax, YTO OCOOGHHO BaXKHO ISl OIEPaTUBHOTO
MPUHATHS PEUICHUH B YCIOBUSX peallbHOrO BpeMeHH. Kpome Toro,
aBTOMATH3UpOBaHHAs  00pa0oTka  TOMOTraeT  MHHHUMH3HPOBATH
YeJIoBeUeCKuid (hakTop.

3aki0ueHue

PaccMoTpeHHBIE METOJBI MOTYT OBITh HCIOJIB30BaHBI B CHCTEMax
yopaBieHus: ys3BUMOCTSIMUA U SIEM-pemieHusx uisi aBTOMaTH3AIUN
mpoliecca aHanm3a Yrpo3 HW CHWKEHHS PHCKOB WH(GOPMAIMOHHON
0€30MaCHOCTH UHTE/UICKTYaJIbHBIX CUCTEM TPAHCIIOPTA.

Paboma evinonnena 3a cuem 01002%cemHo20 QUHAHCUPOBAHUS 8
pamax eocydapcmeennozo 3aoanus om 20.03.2025 Ne 103-00001-25-02
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